
O U R  M I S S I O N

About 

Taranet Inc, a cybersecurity 
service firm based in San Diego, 
California, was founded in 2007. 

Taranet supports commercial, 
DoD and intelligence community 
clients both in San Diego and the 
greater Washington DC area.

Collectively, the Taranet team 
comes from a wide variety of 
backgrounds encompassing soft-
ware engineering, security archi-
tecture, software development, 
training, sales and marketing, 
process management, and IT se-
curity certification. Taranet holds 
its employees in high regard and 
strives to empower them to pur-
sue a balanced lifestyle.

Taranet is an active participant in 
the National Industrial Security 
Program (NISP) and is veter-
an-owned, minority-owned, and 
a certified small business.

DUNS#: 805358376
CAGE#: 4UCX9
EIN#: 33-1174621

Our mission is to provide our customers with top quality technical support.  We 

assure the confidentiality, integrity and availability of sensitive information, which is 

the life-blood of any business or government entity.  We verify the security status of 

information systems, networks, software applications and sensitive data in accor-

dance with federal and international standards.

Our Government Performance

NAVWAR PMW 790 – HBSS/ACAS SME Installation and 
Configuration

NAVWAR PMW 160 – Facilitate RMF Technical Team Leadership, 
HBSS SME Installation and Configuration

NAVWAR PMW 130 – Counter Threat Assessment

SPAWAR 5.0 – Identify Threat Assessment

SECUREWORKS (now DELL) – FISMA Gap Analysis

NAVWAR PMW 160 – Subject Matter Experts / IA

NAVWAR PMW 790 – Subject Matter Experts / IA / HBSS / ACAS
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G O V E R N M E N T  C A P A B I L I T I E S
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A S S E S S M E N T  A N D 
A U T H O R I Z A T I O N
• �A&A for Federal, DOD and IC Information  

Systems
• Vulnerability Assessments and Analysis
• RMF, EMASS, XACTA and Manifest
• Risk Management Reporting

C Y B E R S E C U R I T Y 
R I S K  M A N A G E M E N T
• �SME Support to Identify, Mitigate and  

Manage Cybersecurity Risks
• �Risk Analysis of Vulnerabilities, Remediations and 

Implementation of Cybersecurity Frameworks
• Assessment of Organizational Cyber Risk 
• Against National Standards and Guidelines

S Y S T E M  S E C U R I T Y 
E N G I N E E R I N G
• Configuration for Security Compliance
• Specialists in Host-based Security Systems
• Program Reviews / Change Requests
• Configuration Control Board

I A  M A N A G E M E N T
• IA Planning / RFP Development
• Program Protection Plans / IA Strategies
• �A&A for IT Acquisitions and Programs  

Management
• Cybersecurity Inputs into the IMS
• �IA Manager Level III for DOD Workforce  

Compliance

“I was highly impressed with Taranet’s ability to
beat a deadline and do it in style.”

~ Manager, Threat Management Services, Mandiant

“In a major rework of the security C&A process for  
our networks … Taranet’s foresight and innovative  

approach was by far the most effective.”

~ Chief, Cyber Security Division, USMC

“Taranet manages the “big picture” effectively 
without losing sight of the need to work the fringe

of a process of project to ensure that the 
customer’s needs are being met.”

~ Senior IA/Network Engineer, Booz Allen Hamilton

NAICS Codes

Computer Related Services - 541519
Engineering Services - 541330
Computer Systems Design - 541512
Other Management Consulting - 541618
Other Scientific / Technical - 541690

SIC Codes
Info Retrieval Services - 7375
Business Analysis - 87320101
Corporate Policies - 87420501
Information Systems - 87429905
Systems Engineering - 874804  

TA R A N E T  I S  A N  A C T I V E  P A R T I C I P A N T  I N  T H E  N AT I O N A L 
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